**Информационная безопасность ребёнка-**

состояние защищённости детей, при котором отсутствует риск, связанный с причинением информацией вреда их здоровью или физическому, психическому, духовному, нравственному развитию.

**Информация причиняет вред здоровью и развитию ребёнка, если:**

-побуждает ребёнка к совершению действий, представляющих угрозу их жизни и здоровью, в том числе к причинению вреда своему здоровью, самоубийству;

-способна вызвать у ребёнка желание употребить наркотические средства, психотропные и одурманивающие вещества, табачные изделия, алкогольную продукцию, принять участие в азартных играх;

-побуждает осуществлять насильственные действия по отношению к людям или животным;

-отрицает семейные ценности и формирует неуважение к родителям и другим членам семьи;

-оправдывает противоправное поведение;

-содержит нецензурную брань;

-содержит порнографическую информацию.

Всё большее количество детей получает возможность работать в Интернете. На сегодняшний день он предоставляет огромное количество неконтролируемой информации. В связи с тем, что возраст, в котором человек начинает работать с Интернетом, становится все моложе, возникает проблема обеспечения безопасности детей. А кто им может в этом помочь, если не их родители и взрослые? Следует понимать, что подключаясь к сети Интернет, ваш ребенок встречается с целым рядом угроз, о которых он может даже и не подозревать. Объяснить ему это обязаны родители перед тем, как разрешить ему выход в Интернет.

**Рекомендации родителям по безопасности использования сети Интернет детьми**

1. Посещайте Интернет вместе с детьми. Поощряйте ваших детей делиться с вами их успехами и неудачами в деле освоения Интернета.

2. Объясните детям, что если в Интернете что-либо беспокоит их, то им следует не скрывать этого, а поделиться с вами своим беспокойством.

3. Объясните ребенку, что при общении в чатах, использовании программ мгновенного обмена сообщениями (типа ICQ, Microsoft Messenger и т.д.), использовании Online-игр и других ситуациях, требующих регистрации, нельзя использовать реальное имя.

4. Объясните ребенку, что нельзя выдавать свои личные данные, такие как домашний адрес, номер телефона и любую другую личную информацию, например, номер школы, класс, любимое место прогулки, время возвращения домой, место работы отца или матери и т.д.

5. Объясните своему ребенку, что в реальной жизни и в Интернете нет разницы между неправильными и правильными поступками.

6. Научите ваших детей уважать собеседников в Интернете. Убедитесь, что они понимают, что правила хорошего тона действуют одинаково в Интернете и в реальной жизни.

7. Скажите им, что никогда не стоит встречаться с друзьями из Интернета. Ведь люди могут оказаться совсем не теми, за кого себя выдают.

8. Объясните детям, что далеко не все, что они могут прочесть или увидеть в интернет-пространстве – правда. Приучите их спрашивать о том, в чем они не уверены.

9. Не забывайте контролировать детей в Интернете с помощью специального программного обеспечения. Это поможет вам отфильтровывать вредоносное содержание, выяснить, какие сайты на самом деле посещает ваш ребенок и что он там делает.

**Что такое «Синий кит»?**

*В последнее время общественность взбудоражено появлением развлечений со смертельным исходом, которые распространяются через соцсети. Одной из самых известных является игра «Синий кит». Название связано с тем, что эти животные порой выбрасываются на берег, и кураторы сообществ убеждают, что так они совершают самоубийства. Лучше понять, что такое «Синий кит», помогут следующие факты:*

1. Многие паблики в названиях и описаниях имеют значение времени – 4:20. Согласно статистике, в это время люди чаще совершают самоубийства.
2. Есть и другие названия игры: «Киты плывут вверх», «Разбуди меня в 4:20», которые ищут по тегам.
3. Принцип игры в том, что ребенок 50 дней должен выполнить ряд заданий и в итоге покончить с собой. Все пункты должны фиксироваться на видео.
4. Каждый участник имеет куратора, который выдает и следит за выполнением поставленных задач. Их личности скрыты.
5. Чтобы начать игру, необходимо оставить на своей странице в соцсети хештег синий кит и/или #тихийдом, #найдименя, #разбудименяв420, #f57 или 58.
6. Если подросток отказывается от выполнения какого-то задания, то ему начинают угрожать, поскольку вычислить место жительство по IP-адресу просто.

**Если у Вас возникли вопросы и нужна помощь специалистов, то вы можете обратиться к педагогам-психологам:**

ГУО «Мядельский РСПЦ»,

тел.54412

*Терашкевич Татьяна Ивановна*

ГУО «Занарочская СШ»,

тел.36181

*Зеленкевич Лариса Вячеславовна*

ГУО «Мядельская СШ имени В.Дубовки», тел.25018

*Лукашонок Жанна Юрьевна*

ГУО «Нарочская СШ№1»,

тел.46216

*Зевалко Елена Владимировна*

ГУО «Нарочская СШ№2»,

тел.25908

*Сонич Алла Евгеньевна*

Государственное учреждение образования

Мядельский районный социально-педагогический

центр

**ИНФОРМАЦИОННАЯ БЕЗОПАСНОСТЬ РЕБЁНКА:**

**что могут взрослые?**
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